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9. Explain why a hybrid approach of combining both public-key and traditional symmetric cryptography is used in modern cryptographic systems.

The reason for using hybrid approach is that public-key encryption schemes are computationally intensive when compared to symmetric key encryption schemes. Symmetric key cryptography is much faster for encrypting bulk data, so modern cryptography systems use public-key cryptography to solve the key distribution problem first, and then symmetric key cryptography is used to encrypt the bulk data.

19. Explain the term Fail-Safe Backup.
A fundamental principle of security is that, to the extent possible, systems should fail safe; that is, if they're going to fail, they should fail in such a way that they deny access to an attacker, rather than letting the attacker in. The failure may also result in denying access to legitimate users as well, until repairs are made, but this is usually an acceptable tradeoff. A backup which is fail-safe is called a fail-safe backup.
29.) Explain the different ways that, at the application level, VeriSign’s payment processing services can be accessed.
The following are the ways by which VeriSign’s payment processing services can be accessed at the application level:

1. VeriSign Payflow Link: Payflow Link provides a fast, easy-to-use solution that enables merchants to connect their customers via SSL-secured HTTP to a secure VeriSign-hosted order form to automate order acceptance, authorization, processing, and transaction management.
2. VeriSign Payflow Pro: Payflow Pro is the most robust, versatile solution for online payment processing—ideal for large-scale e-commerce merchants that require peak performance and complete customizability.

3. Payflow-enabled e-commerce applications.
